COCHIN SHIPYARD LIMITED
SUPPLIER MANAGEMENT SYSTEM (SMS)

INSTRUCTIONS FOR EXISTING SUPPLIER DATA UPDATION PROCESS

. MINIMUM SYSTEM REQUIREMENTS

Below are the pre-requisites required for Cochin Shipyard

1) Login as “Administrator” of your computer.

2) The SMS(supplier management system) Portal is compatible with computers having
operating system Windows 7 or windows 8 or windows 10from Microsoft Corporation and is
capable to run internet explorer of a version of at least (IE version above 8.0.7600.16385),
Recommended version is IE11.Google Chrome (v45 and above)and Mozilla Firefox(V.52 and
above).

3). Turn off popup blocker Required for showing some popup display from SMS portal

7. Add Cochin Shipyard SMS Portal website to Internet Explorer trusted sites

8) Go to IE Tools -2 Compatibility view setting

Edit View Favorites

Delete browsing history... Ctrl+Shift+Del
InPrivate Browsing Ctrl+5Shift+P
Turn on Tracking Protection

ActiveX Filtering

Fix connection problems...

Recpen last browsing session

Add site to Start menu

View downloads Ctrl+J
Pop-up Blocker
SmartScreen Filter

Manage add-ons

Compatibility View settings

Subscribe to this feed...
Feed discovery
Windows Update

Performance dashboard Ctrl+Shift+ L
F12 Developer Tools

Http\Watch Professional
OneMote Linked Motes
Send to OneMote

Report website problems

Internet options
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COCHIN SHIPYARD LIMITED
SUPPLIER MANAGEMENT SYSTEM (SMS)

I
Compatibility View Settings 5

@ Change Compatibility View Settings

Add this website:

Websites you've added to Compatibility View:

Display intranet sites in Compatibility View
Use Microsoft compatibility lists
Learn more by reading the Internet Explorer privacy statement

Close

b) Click on Internet options -2 goto Tools(Alt+X)

& Logon - SAP Web Applicati... *

| | Generall Security "’rivacy | Content | Connections | Programs | Advanced|
|

I’
Trusted sites =B |
Select a zone to view or change security settings.

0 a J ® You can add and remove websites from this zone. All websites in

this zone will use the zone's security settings.
Internet  Localintranet | Trusted sites | Restricted
sites
Trusted sites Add this website to the zone:
This zone contains websites that you | https://csl.cochinshipyard.com Add
trust not to damage your computer or

your files. Websites:
You have websites in this zone,

; ; http: /{*.webcompanion.com Remove
Security level for this zone https:/jwipro365-files.sharepoint. com
Allowed levels for this zone: All https:/fwipro365-myfiles.sharepaint.com
Medium localhost
- Prompts before downloading potentially unsafe

content = . . e e
=) “Unsigned ActiveX controle will not be downloaded Require server verification (https:) for all sites in this zone

[] Enable Protected Mode (requires restarting Internet Explarer) ose
Custom level... || Defaultlevel | [ 55 0r]

Reset all zones to default level | Change Password Password Forgotten
Supplier Guidelines & User Manual

Contaet us : smzsuppori@cochinghipyard.com

Goto Security > Internet
Uncheck Tick mark from “Enable Protected Mode On the |E browser.
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